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 PREFACE 

Despite the efforts of each business, state and local government and federal agency to renovate, 

validate, and implement their mission-critical information systems, the financial industry remains 

vulnerable to the disruption of its business processes. Because most companies in the financial 

industry are highly dependent on information technology to conduct their business, a business 

disruption induced failure of one or more mission critical system(s), Significant Business 

Disruption (“SBD”) may have a severe impact on a financial services firm’s ability to deliver core 

business services. 

Because of these risks, the United States Securities and Exchange Commission (“SEC”) and 

Financial Industry Regulatory Authority (“FINRA”) have implemented programs to attempt to 

mitigate the risks associated with business failures in the financial industry which would be caused 

by an event causing a failure to deliver financial services because of a significant business 

disruption. Specifically, these regulatory bodies have required that firms create and maintain 

business continuity plans.  

Ultimately, the business continuity planning process focuses on reducing the risk of business 

failures resulting from business disruptions. It safeguards a company's ability to produce a 

minimum acceptable level of outputs and services in the event of failures of internal or external 

mission-critical information systems and services. While it does not offer a long-term solution to 

all SBD situations, the purpose of this manual is to document the plans for the recovery of our 

critical business functions and systems in the event of a business disruption. 
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 REGULATORY BACKGROUND 

2.1. General Overview 

Based upon regulations and rules implemented by the SEC, FINRA and other state securities 

regulators (collectively “Regulators”), and being held to the fiduciary standard, investment 

professionals are required to serve its clients’ interests from being placed at risk because of the 

inability to provide financial services after a disaster, death of a key personnel or other interruption 

of business. Additionally, this business continuity plan is intended to address our obligation as an 

office of Cambridge Investment Research and Adaptation Financial Advisors to establish and 

maintain procedures to safeguard and maintain client’s records from destruction or loss and to 

provide financial services. 

 

2.2. Emergency Contact Persons 

 

Adaptation shall establish an ordered dependency list and begin immediately communicating 

pertinent information with our clients, employees, critical business constituents, critical banks, 

critical counterparties, and regulators. The communication options employed may include website, 

telephone voice mail, secure email, and US postal mail service. 

 

Adherence to Cambridge policy, Rule: FINRA Rule 4370(f); NASD Rule 1160. 

2.3. Plan Elements 

The Business Continuity Plan (the “Plan”) for Adaptation Financial (referred to herein as the 

“Adaptation Financial,” “Company,” “our,” “us,” and or “we”) addresses the 10 critical elements 

listed below:  

1. Data back-up and recovery (hard copy and electronic); 

2. All mission critical systems; 

3. Financial and operational assessments; 

4. Alternate communications between clients and Adaptation Financial; 

5. Alternate communications between the member and its employees, supervised 

persons, and independent contractors providing clerical and advisory support to our 

clients (collectively “supervised persons”); 

6. Alternate physical location of employees; 

7. Critical business constituents, banks, and counter-party impact;  

8. Regulatory reporting;  

9. Communications with regulators; and  

10. How Adaptation Financial will assure clients’ prompt access to their funds and 

securities if we determine that we are unable to continue its business. 
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 PLAN OVERVIEW 

3.1. Company Policy 

3.1.1. General 

The policy of the Company is to respond to a Significant Business Disruption (“SBD”) by 

safeguarding employees’ lives and Company property, making a financial and operational 

assessment, quickly recovering, and resuming operations, protecting all of the Company’s 

books and records, and to the extent practicable, allowing our clients to transact business 

as soon as possible following an SBD. If the Company determines that it is unable to 

continue its business, Adaptation Financial will take steps to assure clients prompt access 

to investments and the underlying issuers of those investments. 

3.1.2. Significant Business Disruptions 

The Plan anticipates two kinds of SBDs, internal and external. Internal SBDs affect only 

the ability of the Company to communicate and do business, such as a fire in its building. 

External SBDs prevent the operation of the securities markets or a number of firms, such 

as a terrorist attack, a city flood, or a wide-scale, regional disruption. The response of the 

Company to an external SBD relies more heavily on other organizations and systems.  

3.1.3. BCP Designated Principal – Approval and Execution 

Authority 

Mitch Robinson (the “BCP Designated Principal”) is the registered and designated 

principal responsible for approving the Plan on behalf of Adaptation Financial, and for 

conducting the required annual review and testing. The BCP Designated Principal has the 

authority to execute this Plan. 

3.1.4. Plan Location and Access 

The Company will maintain copies of the Plan, the annual reviews, and the changes that 

have been made to it. The Firm will make such records available for inspection by the 

Regulators. An electronic copy of the Plan is located on the Company’s computer and/or 

in a folder named “Business Continuity Plan” and a copy of the plan has been provided to 

each of our employees via email 

Adherence to Cambridge policy, Rule: FINRA Rule 4370(b), (d) and €. 

3.1.5. Updates and Annual Review 

The Company will update the Plan whenever there is a material change to the operations, 

structure, business, or location of Adaptation Financial. In addition, the Company will 

review this Plan annually, on or before 12/31 of each respective year, to modify it for any 

changes in the operations, structure, business, or location of Adaptation Financial.  
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3.2. Emergency Contact Persons 

Executive management is aware of the potentially devastating financial, organizational, and 

political consequences of the failure of one or more mission-critical information systems. The 

emergency contact persons for the Company are:  

Alan R. Niemann, CEO 

Office phone number: 972-774-0700 

Facsimile number: 972-774-1652 

E-mail address: aniemann@adaptfa.com 

Mitch Robinson, Director of Compliance 

Office phone number: 405-475-7801 

Facsimile number: 405-478-5701 

E-mail address: mrobinson@adaptfa.com 

Kacey Butcher, CFO 

Office phone number: 972-774-0700 

Facsimile number: 972-774-1652 

E-mail address: kbbutcher@adaptfa.com 

3.3. Business Description 

Our branch offices conduct business in: Investment Advisory services, involving the use of 

equities, mutual funds as well as other SEC approved investment products. We accept and enter 

orders and service advisory customers through Cambridge Investment Research Advisors or 

through our relationship with TD Ameritrade. 

Cambridge Investment Research Advisors Inc. 

1776 Pleasant Plain Road 

Fairfield, IA 52556-8757 

800.777.6080 

TD Ameritrade 

 200 South 108th Avenue  

Omaha, NE 68154 

1 (800) 669-3900 

Our branch offices conduct business in general securities investment services, involving the use of 

equities, mutual funds, insurance products, as well as other Cambridge approved investment 

products. We accept and enter orders and service retail customers. 

Cambridge transmits orders to one of two firms (Pershing or NFA) who performs all clearing 

functions and holds customer funds or securities on our behalf. All transactions are sent to 

Cambridge, which then transmits them to the clearing companies.  

Cambridge Investment Research Inc. 

1776 Pleasant Plain Road 

Fairfield, IA 52556-8757 

800.777.6080  

mailto:aniemann@adaptfa.com
mailto:ataylor@adaptfa.com
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3.4. Office Location 

The Company has set forth the main office on Attachment A, which is attached hereto and 

incorporated herein for all purposes. The Firm has additionally set forth on Attachment A the 

phone number for this respective location, the means of transportation that the supervised person 

may use to reach each respective facility, and which systems, as defined herein, take place at each 

location. 

3.5. Alternative Physical Locations 

In the event of an SBD, we will move our staff to an unaffected location, or they will work from 

their homes. Staff will use their cell phones, company laptops, tablets, and personal computers for 

contact purposes.  

Adherence to Cambridge policy, Rule: FINRA Rule 4370(c)(6). 

 CUSTOMERS’ ACCESS TO FUNDS AND SECURITIES 

The Company does not maintain possession or custody of clients’ funds or securities. Both client 

funds and securities are maintained by the respective custodians (“Custodians”). In the event of an 

internal or external SBD, if telephone service is available, our supervised persons will continue to 

manage client portfolios, and receive client orders or instructions and, to the extent practicable, assist 

such clients in contacting the issuers of the securities on their behalf. In the event that clients of the 

Company are unable to access Adaptation Financial, either at its primary phone number, or 

Adaptation Financial  emergency number, clients will be able to contact their respective Custodian, 

and or the respective issuers of securities directly for instructions on how they may obtain, prompt 

access to funds and securities, subject however, to any limitations set forth previously by such 

Custodian, and or issuers of investment products.  

For Cambridge specific assets, if the Securities Investor Protection Corporation (SIPC) determines 

that Cambridge or custodian liabilities exceed assets in violation of Securities Exchange Act Rule 

15c3-1, SIPC may seek to appoint a trustee to disburse assets to customers. We will assist SIPC and 

the trustee by providing our books and records identifying customer accounts subject to SIPC 

regulation. 

Adherence to Cambridge policy, Rules: FINRA Rule 4370(a); Securities Exchange Act Rule 15c3-

1; see also 15 U.S.C. § 78eee. 

 DATA BACK-UP AND RECOVERY. 

5.1. Electronic and Hard Copy Books and Records 

The Company maintains its primary hard copy books and records and electronic records at 700 

Cedar Lake Blvd., Oklahoma City, OK 73114. Mitch Robinson is responsible for the maintenance 

of these books and records. The Firm maintains the following document types:  

(i)  New account documentation and forms;  

(ii)   Client confirmations and account statements;  
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(iii)  Financial records, including supporting documentation; and  

(iv)  Corporate records for Adaptation Financial.  

Our branch maintains its primary electronic records at Cambridge or Custodian locations, 

including: 

• Cambridge Investment Research, 1776 Pleasant Plain Road Fairfield, IA 52556-8757 

• TD Ameritrade 200 South 108th Avenue Omaha, NE 68154 

Electronic storage for insurance client statements and confirmations are maintained by those 

financial institutions and can be accessed in the event an internal or external SBD causes the loss 

of paper records. 

Our branch backs up electronic records to a cloud server managed by Argus IT Services 

5.2. Back-up Procedures 

The company has contracted the services of Argus IT Services to perform continuous automatic 

secure online back-ups of its electronic records. The data is backed up on a cloud server. 

• Backup Frequency: Daily 

In the event of an internal or external SBD that causes the loss of the paper records of the Company, 

it will physically recover them from its back-up site. If the primary site is inoperable, Adaptation 

Financial will continue operations from its back-up site or an alternate location. For the loss of 

electronic records, the Company will either physically recover the storage media or electronically 

recover data from its back-up site, or, if its primary site is inoperable, continue operations from 

our back-up site or an alternate location.  

Adherence to Cambridge Policy, Rule: FINRA Rule 4370(c)(1) 

 

5.3. Defined Event Procedures 

To ensure continued business functionality in the event of any number of variable outages. 

Adaptation has the following Business Continuity plan in plan in place for defined events. 

5.3.1. Short Term Power Outage 

In the event of a short-term power outage Battery Backups (UPS Devices) have been 

installed to provide redundant power to the Server Array. These UPS devices will maintain power 

to the servers from 20-30 minutes after the power outage occurs. 

This 20-30-minute window gives IT Support Engineers time to gracefully shutdown the servers in 

the event that the power outage persists longer that that time window. 

5.3.2. Mid to Long Term Power Outage 

It has been recommended that an alternate power source (I.e.: Backup Generator) be installed to 

ensure continued business functionality. 
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5.3.3. Server Equipment Failure 

The Network Infrastructure is designed with failover redundancy for User Authentication, 

File Share, and Remote Access. In the event that the Primary Server ceases to function the system 

will roll to the Secondary Server automatically and continue to service the business environment. 

5.3.4. Catastrophic Environmental Failure 

In the event of a total loss of the Network Infrastructure due to a Natural Disaster or other 

catastrophic event, the Adaptation environment is being backed up continuously to the cloud via a 

Tier 1 backup service Acronis Cyber Protect. 

IT Support would reconstruct the physical environment and deploy the replacement infrastructure 

at a designated location of Adaptation Leadership’s choosing. 

 FINANCIAL AND OPERATIONAL ASSESSMENTS.  

6.1. Operational Risk 

In the event of an SBD, the Company will immediately identify what means will permit Adaptation 

Financial to communicate with its clients, supervised persons, critical business constituents, 

critical banks, critical counterparties, and regulators. Although the effects of an SBD will 

determine the means of alternative communication, the communications options we will employ 

will generally include (a) facsimile; (b) email; (c) telephone; (d) telephone voice mail; (e) cellular 

and mobile phone service; and (f) service providers, including compliance consultants, attorneys, 

and accountants; (g) messenger; and (h) mail service. In addition, we will retrieve our key activity 

records as described in the section, Data Back-Up, and Recovery. 

Adherence to Cambridge policy, Rules:  FINRA Rules 4370(c)(3), (c)(4), (c)(5), (c)(7), (c)(9 & 

(g)(2)). 

6.2. Financial and Credit Risk 

In the event of an SBD, the Company will determine if the business interruption causes the 

company to become capital deficient or interrupt its operations to the point that the alternative 

measures discussed in the sections above and below cannot be implemented, the Company’s 

clients shall be referred to the respective Custodian. 

Adherence to Cambridge policy, Rules: FINRA Rules 4370(c)(3), (c)(8) & (g)(2). 

6.3. Succession Plan 

Adaptation Financial will cross-train personnel in different job functions to ensure that at least one 

other person has a working knowledge of each client’s account. This can be accomplished by 

simulating unavailability of the key personnel and have backup personnel handle accounts for a 

temporary period. 

Additionally, Adaptation will take steps for the owners to develop and implement an adequate 

estate plan which can include wills, trust, or other instruments in place so that change of ownership 

upon death is understood by Company personnel, and who can plan accordingly. Notwithstanding 
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the above, if the Company is not able to manage the client’s investment portfolios, the accounts 

will be referred to the Custodian of the account.  

Adaptation Financial will cross-train personnel in different job functions to ensure that at least one 

other person has a working knowledge of each client's account. This can be accomplished by 

simulating unavailability of the key personnel and have backup personnel handle accounts for a 

temporary period.  

If an employee’s unavailability should be a prolonged absence from the office, Adaptation will 

take steps to provide appropriate personnel access to client data and communications. Adaptation 

management will work with our IT Management firm to gain access to all relevant 

communications and information needed to manage client needs during the absence.  

 MISSION CRITICAL SYSTEMS 

7.1. Mission Critical Systems - Definition 

"Mission critical systems” are those that ensure prompt and accurate processing of securities 

transactions, including order taking, entry, execution, comparison, allocation, the maintenance of 

client accounts, access to client accounts, and the delivery of funds and securities. 

7.2. Adaptation Mission Critical Systems 

7.2.1. Order Taking 

Currently, we receive orders from customers via telephone, or in person. During an SBD, 

either internal or external, we will continue to take orders through any of these methods 

that are available and reliable, and in addition, as communications permit, we will inform 

our customers when communications become available to tell them what alternatives they 

must send their orders to us. If customers are unable to reach the branch to place trades, 

they can contact the individual custodians. 

7.2.2. Order Entry  

Currently, we enter orders electronically and send them to Cambridge or specific 

custodians electronically, through proprietary electronic systems or telephonically. Neither 

Cambridge nor other custodians specify when restoration of service could be expected 

In the event of an internal SBD, we will enter and send records to Cambridge or specific 

custodians by the fastest alternative means available, which include telephones or 

electronic systems. In the event of an external SBD, we will maintain the order in electronic 

or paper format, and deliver the order to Cambridge or specific custodians by the fastest 

means available when it resumes operations. In addition, during an internal SBD, we may 

need to refer our customers to deal directly with Cambridge or specific custodians for order 

entry.  
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7.2.3. Order Execution 

Cambridge executes orders on our behalf. The Cambridge Iowa office serves as primary 

locations for Trade Execution. There are documented and tested plans in place. 

Other specific custodians execute orders on our behalf. The custodian office serves as 

primary locations for Trade Execution. There are documented and tested plans in place for 

each custodian in accordance with regulatory requirements for those custodians. 

7.3. Mission Critical Systems - Assessment 

The Company has primary responsibility for establishing and maintaining its business 

relationships with clients, and the sole responsibility for maintaining our mission critical functions 

of portfolio management and order taking and entry. Its mission critical systems include desktop 

and laptop computers, and phone systems.  

Our branch relies on Cambridge or specific custodians to provide order execution, order 

comparison, order allocation, customer account maintenance and/or access and delivery of funds 

and securities.  

Cambridge and other specific custodians back up our records  

Adherence to Cambridge policy, Rules: FINRA Rules 3510(c)(2) & (g)(1). 

7.4. Mission Critical Systems Provided by Our Custodians 

We rely, by contract, on our Custodian to provide order execution, order comparison, order 

allocation, client account maintenance and/or access and delivery of funds and securities.  

 ALTERNATIVE COMMUNICATIONS BETWEEN FIRM AND 

CUSTOMERS, EMPLOYEES AND REGULATORS. 

8.1. Customers 

The Company currently communicates with our clients using the telephone, email, U.S. mail, 

delivery services and in person visits at our offices or at the client’s location. In the event of an 

SBD, Adaptation Financial will assess which means of communication are still available to it, and 

use the means closest in speed and form, either written or oral, to the means that have been used 

in the past to communicate with the other party. For example, if the Company has communicated 

with a party by email but the Internet is unavailable, Adaptation Financial will call them on the 

telephone and follow up where a record is needed with paper copy in the U.S. mail. 

Adherence to Cambridge policy, Rule: FINRA Rule 4370(c)(4). 
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8.2. Employees and Supervised Persons 

The Company now communicates with its employees and supervised persons using the telephone, 

email, and in person. In the event of an SBD, Adaptation Financial will assess which means of 

communication are still available, and use the means closest in speed and form, either written or 

oral, to the means that have been used in the past to communicate with the other party. A copy of 

the corporate telephone directory, including home phone numbers and email addresses is attached 

hereto as Attachment B. Mitch Robinson shall contact and communicate to all employees and 

supervised persons by telephone, email, messenger or in person.  

Adherence to Cambridge policy, Rule: FINRA Rule 4370(c)(5). 

8.3. Regulators & Regulatory Reporting 

With respect to regulatory reporting, we currently file reports with the respective Regulators using 

paper copies in the U.S. mail and delivery services, electronically using facsimile, email, and the 

Internet, and through service providers who provide access through the same methods. In the event 

of an SBD, Adaptation Financial will check with the Regulators to determine which means of 

filing are still available to it, and use the means closest in speed and form (written or oral) to 

previous filing method utilized by the Company. If the Company cannot contact its Regulators, it 

will continue to file required reports using the communication means available to Adaptation 

Financial. Contact information regarding the Regulators with whom Adaptation Financial files 

reports on a regular basis attached hereto on Attachment C. 

Adherence to Cambridge policy, Rule: FINRA Rule 4370(c)(9). 

 CRITICAL BUSINESS CONSTITUENTS, BANKS, AND 

COUNTER-PARTIES 

9.1. Business Constituents 

The Company has contacted its critical business constituents (businesses with which Adaptation 

Financial has an ongoing commercial relationship in support of its operating activities, such as 

vendors providing us critical services), and determined the extent to which Adaptation Financial 

can continue its business relationship with them in light of the internal or external SBD. The Firm 

will quickly establish alternative arrangements if a business constituent can no longer provide the 

needed goods or services when needed because of an SBD to them or Adaptation Financial. The 

Critical Business Constituents are set out on Attachment D, including the supplier’s name, service 

and or product, address and phone number and any alternative supplier’s name, service, address, 

and phone number.  

9.2. Counter-Parties 

The Company has contacted its critical counterparties, such as other broker-dealers, companies or 

entities offering investment products, or institutional clients, to determine if it will be able to 

conduct its transactions with them in light of the internal or external SBD. Where the transactions 

cannot be completed, Adaptation Financial will contact those counterparties directly to make 

alternative arrangements to complete those transactions as soon as possible.  
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Adherence to Cambridge policy, Rules: FINRA Rule 4370(c)(7). 

9.3. Regulatory Reporting 

We are subject to regulation by Cambridge, SEC, FINRA, Oklahoma State Securities Commission, 

and the Oklahoma Insurance Department. We now file reports with our Broker/Dealer and 

regulators using paper copies in the U.S. mail, and electronically using fax, email, and the internet. 

In the event of an SBD, we will check with Cambridge, SEC, FINRA and other regulatory agencies 

to determine which means of filing are still available to us and use the means closest in speed and 

form (written or oral) to our previous filing method.  

Adherence to Cambridge policy, Rule: FINRA Rule 4370(c)(8). 

 SIGNIFICANT BUSINESS DISRUPTIONS 

10.1. Internal SBD – Facilities Emergency Evacuation Procedures 

10.1.1. Fire Emergency Evacuation Procedures 

If an evacuation of any facility is necessary, follow the directions given by Mitch Robinson, 

the designated Fire Marshall for the Company. If evacuation of the space is necessary 

because of fire, on hearing the fire alarm bells sounding continuously, employees should: 

▪ Evacuate the building by the nearest available fire exit. As always, if you see 

or smell smoke, you should proceed to one of the other fire exits. Remember, 

if you have visitors or contractors with you, instruct them to follow you.  

▪ CLOSE ALL DOORS WITHOUT CAUSING DELAYS, taking risks, or 

obstructing people behind you. 

▪ DO NOT stop to collect personal belongings. 

▪ DO NOT use the elevators. 

▪ Leave the building by calmly walking to the Assembly Point. 

▪ DO NOT re-enter the building until instructed to do so. 

At the Assembly Point, report your presence to the Fire Marshall for the Company. 

10.1.2. Evacuation for Bombs or Other Threats 

If the Company must evacuate the building facilities because of a bomb or any other threat, 

we will receive instructions from the building security coordinator to: 

▪ Evacuate the building by an exit route that will be announced if instructions 

are given to evacuate. Remember, if you have visitors or contractors with you, 

instruct them to follow you. 

▪ DO NOT turn lights or office equipment, e.g., computers, typewriters, 

photocopiers ON or OFF. If they are on, leave them on; if they are off, leave 

them off. 
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▪ DO NOT leave handbags/briefcases/etc. behind as they could cause problems 

for building searches. 

▪ DO NOT use elevators unless instructed to do so by the building security 

officer or a Fire Marshall for the Company. 

▪ Leave the building by calmly walking to the Assembly Point which you will 

receive from the Incident Control Point security staff during the evacuation.  

At the Assembly Point, report your presence to the Fire Marshall for the Company. 

10.2. Emergency during Business Hours 

All personnel of the Company should follow the standard emergency evacuation procedures above. 

Further instructions will be given at the designated Assembly Point. 

10.3. Emergency Outside of Business Hours 

In an emergency involving any employees’ personal safety, it is the responsibility of every 

employee to check in and report their whereabouts. You should leave a voicemail on one of the 

following phone lines: 

Mitch Robinson   

Home/Cell Phone:  918-697-5941 

Office phone:  405-475-7801   

When leaving your initial message, please include the following information: 

• Your name 

• Your contact phone number 

• Where you are physically 

• Whether you have access to your voicemail and email 

10.4. Pandemic Recovery Outline 

Our mission is to protect staff from the impact of a pandemic illness, ensure information system 

uptime, data integrity and availability and overall business resilience. To achieve this mission, 

Rhodes will attempt to minimize the potential for infection and transmission of communicable 

diseases or diseases that pose a credible threat of transmission in the workplace. Examples of 

potential risks include swine flu, active TB, SARS, seasonal flu, and Covid-19.  

We will generally follow the guidelines set forth by Centers for Disease control and Prevention 

(“CDC”); however the universal precautions generally include, staying at home when ill, frequent 

hand washing, ready access to hand sanitizer, wearing a mask to prevent airborne spreading, latex 

gloves, annual flu vaccinations, and encouraging supervised persons to take regular exercise and 

maintain a healthy and well-balanced diet. 

Key trigger issues that would lead to activation of these pandemic steps include, escalating loss of 

staff due to illness, inability to adequately manage business operations, and or the orders of 

Federal, State, or local governmental entities. Based on the facts and circumstances surrounding a 

pandemic outbreak, the Company will decide when the BCP should be invoked, and to what the 

extent. To this end, we will evaluate the situation to determine the impact on operations, determine 
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the level of backup that will be needed, notifying appropriate emergency organizations (e.g., 

hospitals, clinics, etc.) if appropriate, and assigning responsibilities and activities to other 

supervised persons to ensure the Company’s ability to maintain business operations. If the 

pandemic escalates to the point where a supervised persons’ immediate family may be affected, 

the Company will notify the family members quickly. If necessary, we will move our unaffected 

employees to our alternative office location and or have supervised persons works from home to 

restore normal business operations. 

 EMPLOYEE AND SUPERVISED PERSONS AWARENESS OF 

PLAN 

The Company will take steps to both educate and increase the awareness of its employee and 

supervised persons with respect to Adaptation Financial s’ Plan, and the current actions being 

taken to address such issues by the financial services industry and the Company. The Company 

will provide access to the Plan to all supervised persons. 

 NOTIFICATION 

In addition to any action taken by Adaptation Financial with respect to disruption of its business 

processes which relate to the ability of the Company to deliver financial services to its client’s, 

Adaptation Financial will promptly notify Cambridge and the appropriate Regulators of any such 

problems. 

 DISCLOSURE OF BUSINESS CONTINUITY PLAN 

Cambridge has a BCP disclosure statement that is provided to our customers at account opening 

and customers may alternatively obtain updated summaries by requesting a written copy by mail 

at 1776 Pleasant Plain Road, Fairfield, Iowa 52556. The BCP Disclosure statement will be mailed 

to customers upon request.  

Adherence to Cambridge policy, Rule: FINRA Rule 4370(e). 

 MANAGER APPROVAL 

In my capacity as the BCP Designated Principal for the Company, I have approved this Business 

Continuity Plan for the Company, effective as of the date set forth herein, as being reasonably 

designed to enable Adaptation Financial to meet its obligations to clients in the event of an SBD. 

 

 

 

 

         

Mitch Robinson, BCP Designated Principal 
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 GLOSSARY 

Application A computer program or set of programs designed to help people 

perform certain types of work. 

Assessment The process of identifying core business areas and processes, 

completing an inventory, and analyzing systems supporting the core 

business areas, prioritizing their conversion or replacement, 

identifying risks and the necessary resources. 

Business Function A group of logically related tasks, which when they are performed, 

accomplish an objective. 

Business Continuity Plan A contingency plan describes the steps a company would take, 

including the activation of manual or contract processes, to ensure 

the continuity of its core business processes in the event which 

causes a business interruption induced system or process failure. 

Company Adaptation Financial  

Defect A problem or "bug" that, if not removed, could cause a program to 

either produce erroneous results or otherwise fail. 

FINRA Financial Industry Regulatory Association 

Mission-Critical System The loss of these critical functions would cause an immediate 

stoppage or significant impairment to core business areas. 

Outsourcing Paying another company or individual, to provide services that an 

organization might otherwise have performed itself, (i.e., software 

development, payroll). 

Regulators Refers collectively to the SEC, FINRA and various other regulatory 

entities having jurisdiction over the business activities of the 

Company. 

SBD Significant Business Disruption. 

SEC Securities and Exchange Commission 

 



 

 

Attachment A 

Adaptation Financial  

Business Continuity Plan  

Office Locations 

 

Main Office 

Our main office is located at 700 Cedar Lake Blvd., Oklahoma City, OK 73114. Its telephone 

number is 972-774-0700. Our employees may travel to that office by car or public transportation. 

Its mission critical systems include desktop computers, laptop computers and phone systems.  

Branch Offices / Offices of Convenience 

This office is located at 5501 N. Lyndon B. Johnson Freeway, Suite 920, Dallas, TX 75240. Its 

telephone number is 972-774-0700. Our employees may travel to that office by car or public 

transportation. Its mission critical systems include desktop computers, laptop computers and phone 

systems.  

This office is located at 19307 G. Street, Omaha, NE 68135. Its telephone number is 844-502-

2500. Our employees may travel to that office by car or public transportation. Its mission critical 

systems include desktop computers, laptop computers and phone systems. 

This office is located at 501 W. Schrock Road, Suite 400, Westerville, OH 43081. Its telephone 

number is 614-221-2211. Our employees may travel to that office by car or public transportation. 

Its mission critical systems include desktop computers, laptop computers and phone systems. 

This office is located at 6226 E. 101 St., Ste 150, Tulsa, OK 74137. Its telephone number is 918-

203-7370. Our employees may travel to that office by car or public transportation. Its mission 

critical systems include desktop computers, laptop computers and phone systems 
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Adaptation Financial  

Business Continuity Plan  

Corporate Telephone Directory 
 

Name: Kacey Butcher 

Cell Phone: 405-708-2232 

Home Phone: 405-708-2232 

Office email: kbutcher@adaptfa.com 

Alternate email: kacey.butcher1@gmail.com 

 

Name: Alan P. Niemann 

Cell Phone: 405-590-6669 

Home Phone: 405-590-6669 

Office email: aniemann@adaptfa.com 

Alternate email: N/A 

 

Name: Mitch Robinson 

Cell Phone: 918-697-5941 

Home Phone: 918-697-5941 

Office email: mrobinson@adaptfa.com 

Alternate email:         strmbullet@yahoo.com 

 

 

Name: Jason Sauer 

Cell Phone: 918-760-0909 

Home Phone: 918-760-0909 

Office email: jason@adaptfa.com 

Alternate email: cashplanit@gmail.com 

 

 

Name: Clinton Taylor 

Cell Phone: 317-992-0975 

Home Phone: 317-992-0975 

Office email: ctaylor@adaptfa.com 

Alternate email:         okckgb@hotmail.com              

 

 

Name: Aimee Snyder 

Cell Phone: 706-289-7303  

Home Phone: 706-289-7303  
Office email: asnyder@adaptfa.com 

Alternate email: aimeeboyette@yahoo.com         

 

mailto:kacey.butcher1@gmail.com
mailto:strmbullet@yahoo.com
mailto:meischen@adaptfa.com
mailto:kreichenbach@adaptfa.com
mailto:okckgb@hotmail.com
mailto:asnyder@adaptfa.com
mailto:aimeeboyette@yahoo.com


 

 

Name: John Berry 

Cell Phone: 614-271-8017 

Home Phone: 614-271-8017 

Office email: jberry@adaptfa.com 

Alternate email: jberry124000@gmail.com 

 

Name: Avery Niemann 

Cell Phone: 405-308-6169 

Home Phone: 405-308-6169 

Office email:  agniemann@adaptfa.com 

Alternate email: aniemann15@gmail.com   

mailto:jberry@adaptfa.com
mailto:jberry124000@gmail.com
mailto:agniemann@adaptfa.com
mailto:aniemann15@gmail.com
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Adaptation Financial  

Business Continuity Plan  

Regulator Contact Information  

 

The following sets forth a list of the primary Regulators that the Company submits filings and or 

reports to on a regular basis, including addresses and phone numbers: 

 

Securities and Exchange Commission (“SEC”) 
 
SEC Headquarters 
100 F Street, NE 
Washington, DC 20549 
Office of Investor Education and Assistance  
(202) 551-6551 

 
 
IARD Web Site: 
http://www.iard.com/ 

 

 

http://www.iard.com/
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Critical Business Constituents 

 

Adherence to Cambridge policy, Rules: FINRA Rule 4370(c)(7). 
 

 

Primary Suppliers 

 

TD Ameritrade Institutional 

7801 Mesquite Bend Drive, Suite 112 

Irving, TX 75063-6043 

Contact:  Matthew Vasquez 

Phone:  817-490-2527 

 

Cambridge Investment Research, Inc. 

1776 Pleasant Plain Road 

Fairfield, IA 52556-8757 

Contact: Elizabeth Chabin 

Phone: 800-777-6080 

 

Argus IT Services 

1111 West Carrier Pkwy, Ste 300 

Grand Prairie, TX 75050 

469-471-0035 

Matthew Meadows 

 

Causeway Realty, LLC 

14414 Blanco Rd., Ste 200 

San Antonio, TX 78216 

Marty Melle 

mmelle@cswy.com 

 

Gazillion Office Products, LLC 

122 Rose Lane, Ste K1 

Frisco, TX 75036 

888-601-8585 

Brennan Bloom 

brennan.bloom@gazillionop.com 

 

  

mailto:mmelle@cswy.com
mailto:brennan.bloom@gazillionop.com


 

 

NAI Robert Lynn 

4851 LBJ Freeway 10th Floor 

Dallas, TX 75244 

214-256-7121 

nlee@robertlynn.com 

 

Nextiva 

8800 E Chaparral Road, Suite 300 

Scottsdale, AZ  85250  

Customer Support - 800-285-7995 

 

The LeGaye Law Firm 

2002 Timberloch Drive, Suite 200 

The Woodlands, TX 77380 

Phone: 281-367-2454  

www.legayelaw.com 

 

NAI Ohio Equities 

605 S Front, Suite 200 

Columbus, OH 43215 

Phone: 614-224-2400 

 

 
 

http://www.legayelaw.com/

